
 

Information on the processing of personal data 
in compliance with and for the purposes of Art. 13, EU Reg. 2016/679 

 
 

 
In compliance with the obligations established by EU Regulation 2016/679 (hereinafter also referred to as 
the Regulation or GDPR), we inform you that the Association Italian Nwtwork for Safety in Healthcare acting 
as Data Controller for personal data provided, has given responsibility to Rossoevolution Srl for data 
processing by instructing them to carry out the processing of personal data as specified below.   
 
 
1. Details of the Data Owner and Data Processor  

 
The Data Owner  Italian Network for Safety in Healthcare with registered offices in Via dei Renai 23, 50125 
Firenze, fiscal code and VAT number  94268410480, (The Data Controller). 
Contact details: email info@insafetyhealthcare.it  

 
The Data Processor for Rossoevolution S.r.l (fiscal code and VAT number:10163910960) with registered 
offices in Via Vittor Pisani 15, 20124 Milano (The Data Processor)  
Contact details: email privacy@rossoevolution.com  
 
 
2. Purpose and legal basis of processing for which the data is intended 
 
Personal data is processed for: 
a) Registration to Italian Network for Safety in Healthcare and its intiatives organised by Rossoevolution 

S.r.l. from May 2017 to December 2024  
 
Personal data may only be processed with consent: 
For the purposes set out in point a) and 
In accordance with the protected categories stipulated in Art.9 of the regulation 
 
 
3. The type of personal data 
 
The processed data relates to attendance at the organised events and registration to the association.  
Specifically it includes: 
(a) Personal identification data: name, surname, fiscal code, date and place of birth, sex, address, 
telephone number and other personal details; 
(b) Personal data stipulated and admitted by Art.9 of the regulation 
This includes information on food allergies and intolerances or on mobility needs of the person in question 
(The data will be rendered anonymous where possible) 
  



 

4. Mandatory and optional data provision 
Providing personal data for attending the organised events and registration to the association is not 
mandatory, but a refusal to provide this data may make it impossible to provide access to requested 
services for the events and registration or related services 
 
 
5. Data processing methods 
In relation to the purposes indicated, personal data is processed both electronically and on paper. 
Processing is carried out in such a way as to guarantee the safety and confidentiality of the data. 
 
All data processing is carried out in accordance with Art.6 and Art.32 of the regulation with all necessary 
security measures adopted 
 
 
6. Recipients of personal data 
 
As part of the aforementioned purposes, personal data maybe shared with: 

 all subjects to whom the right of access to such data is recognised in compliance with regulations 
 our consultants, employees, local agents such that relative tasks maybe undertaken and completed 
 all persons legal, public or private when communication is necessary to transfer personal data to 

ensure that business is conducted correctly in relation to that described above 
 
Specifically, personal data may be disclosed to subjects operating in the following sectors: 
- accommodation and hotel facilities; 
- transport companies and carriers; 
- gastronomy; 

 
Only the recipient’s category is specified, being subject to frequent updates and revisions. The updated list 
of recipients can be requested by contacting the Data Controller and Data Processor using methods 
indicated in Art.1 of this policy. 
 
 
7. Period of retention of personal data 
Data is stored at the registered offices of Rossoevolution S.r.l., in Piazza Gerusalemme 12 – 20152, Milano. 
Personal data will be stored for the period of time deemed necessary for the fulfilment of contractual and 
legal obligations connected with the provision of services and not beyond the terms established by law for 
the prescription of rights. 
 
 
8. Rights of the interested party 
If there are no restrictions to the law, the interested party has the right to: 
Obtain access to personal data (Art.15), obtain the correction of inaccurate personal data or integration 
without undue delay (Art.16), request the cancellation of the same or where possible, that the data be 
anonymised (Art.17), obtain restrictions on their personal data (Art.18), take advantage of data portability 
(Art.19) and object to their data being processed (Art.21). 
 



 

The interested party may at any time modify or remove their consent and may exercise their rights in 
relation to the processing of personal data or request more information by contacting the Data Controller or 
the Data Processor as stipulated in Art.1 
 
Lastly, the interested party has to right to lodge a complaint with the Guarantor for the Protection of 
Personal Data  (www.garanteprivacy.it). 
 
 
 
By accepting this privacy policy you declare to have read the information provided / attached and expresses 
consent to the processing of personal data for the following purposes: 
  Relating to Art. 2 point a) Registration to Italian Network for Safety in Healthcare and its intiatives, not 

being part of the contract;  
 For data processing referred to and covered by Art.8 of the regulation;  

 The processing of my personal data for a consular visa application. 

 

  

http://www.garanteprivacy.it/

